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Dren Krasniqi, Compliance Manager

Temporary Certificate - To be used until reception of the official hard copy certificate

ISO/IEC 27001:2013

3000 Tannery Way, Santa Clara, CA 95054, USA
94a Yigal Alon St, Alon 1, Tower, 12th floor, Tel Aviv, 6789155, Israel

The information security management system supporting the suite of Palo Alto Networks 
cybersecurity products, in accordance with the Statement of Applicability (SoA), Ver. 2.7. This 
includes the following: Cloud NGFW, Cortex Xpanse Expander V2, Unit 42 Security Consulting 
(Crypsis), Advanced URL Filtering, AIOps (Device Insights), Enterprise DLP, DNS Security, IoT 
Security, Prisma SD-WAN, Strata Cloud Manager, Prisma Cloud (with Cloud Compute), App-ID 
Cloud Engine (ACE), Cortex Data Lake, Wildfire, NG CASB (SaaS Security (Prisma SaaS)), Prisma 
Access, Bridgecrew, Cloud Identity Engine, Cortex Platform (XDR, XSIAM, Expander, XSOAR), 
Advanced Threat Prevention, Cider Security, ADEM

Palo Alto Networks, Inc.


