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Do you personally know a 
company that suffered a 
cyber attack?
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Can you find the story in the 
news?
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Who Am I?…

Adrian Francoz

• CEO & Co-Founder of Zeta Sky 
• Manage cybersecurity defense for companies ranging from small 

businesses to small enterprises.
• Work with corporate leaders and IT teams to build their cybersecurity 

culture and implement a multi-layered defense system.
• Our team manages cybersecurity for over 100 organizations nationwide
• Educate business leaders on how to protect their company and employees

Involved at the forefront…
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$Multi-Billion Annual Market- Growing
• 5.3 Billion Internet Users 2023

• Compared to 2 Billion in 2015
• Over $2 trillion in losses globally (Juniper Research)

• avg. cost of cyber-attack is $4.45 million (IBM)

Personal, Small, Medium,& Large 
Corporations
• Myth that hackers are only interested 

in big companies

Mostly Reactive Industry
• Hackers create a vulnerability and succeed
• Defense companies react and block

Business of Cyber-crime
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What Does a Cyber Criminal Look Like?
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Business of Cyber-crime
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FBI IC3 Report
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Business of Cyber-crime
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Threat Groups

•IoT Hackers•Ransomware 
Developers

•Nation State•Insider 
Threats

•Organized 
Crime
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Anatomy of the Internet
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Common Phishing Emails
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Network Vulnerabilities Footprint Growing
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Artificial Intelligence

• Deep Fake Audio / Video Generation
• Voice Cloning Scams
• Phone number scamming

• Automated Phishing
• Chat GPT to write convincing emails 

with your industry jargon.

• Hyper-Personalization to make scam 
convincing.

• Bot calls to scale up scams
• Developing their own AI apps and 

selling on Dark Web
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How Do You Protect Your Business?



www.zetasky.com



www.zetasky.com

Figuring out 
your 

“security 
culture”



www.zetasky.com

Where are your current 
vulnerabilities?
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Security Layering
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Multi Layered Security Approach 
…
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The Forgotten Layer…
You… The Human Firewall
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What is social engineering?

Can’t avoid something if you 
don’t know what it looks like…

When (not if) a threat gets through, your 
employee needs to be prepared 

❖ What does a Phishing email look like?

❖ Is it safe to click on links?

❖ Download an attachment?
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Cybersecurity Training Approach?

Have staff sit through a 
PowerPoint?

Provide Books & Reading Material?
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Self-paced, Interactive…
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Train, Test, and Track

Mandatory Training Courses

• Self-paced with completion dates

• Online, interactive, trackable

• Small chunks, various subjects overtime

Situational Testing

• Simulated, ongoing/random phishing 
attacks

Report

• Who’s completed testing

• Who’s clicking on Phishing links

• Who needs additional training
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360 Security Awareness Program
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1. Conduct a security / vulnerability assessment
a. What layers of security to you have in place? 
b. Are they up to date? Who is managing security?
c. Consider 3rd party penetration/vulnerability testing*
d. Identify potential gaps and solutions you can implement. 

2. Verify & Test your Backup and Disaster Recovery
a. If an attack gets through, can you recover? How quickly?

3. Strengthen Your Human Firewall!
a. Implement a mandatory, easy to use, ongoing cyber awareness 

training platform for your team.

So…Where Do You Start?

*Ethical hacking- hire professionals to emulate a cyberattack and discover vulnerabilities and 
points of entry.
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Level 1 Pen Test: Security Test Your Network

• Simple to execute, no need to provide any access to your 
network.

 
• Simulates a Phishing Attack-

 What would happen if a bad actor get access to a computer?

• Report the findings, vulnerabilities and remediation plan

Let the good guys find vulnerabilities 
before the bad guys do…



>

6 Modules, once per week; 50 minutes of live learning>

>

Focus on managing cybersecurity, not ‘doing’ cybersecurity

>

A worksheet of practical actions to take in between sessions

>

~30 companies in a single cohort

For SMB Owners/Operators

> Ongoing access to a peer community
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Cybersecurity Resources
Schedule a Level 1 

Security Assessment for 
YOUR Business. 

FREE Cyber Awareness 
Training Course for your 

ENTIRE company.

NCA Business Leader 
Training Course
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Cybersecurity Resources
Take Advantage of a 

FREE Security 
Assessment and 

Guidance for YOUR 
Business 
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