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Chrome Enterprise 
Recommended Solution 
Overview with Palo Alto 
Networks GlobalProtect
Secure your Chromebook® users—wherever 
they are

Discover the benefits
Secure Access to Applications and Data

Get seamless single sign-on SAML authentication
for users of enterprises utilizing SAML 2.0 IDP.
Enforce security policies for ChromeOS devices
based on GlobalProtect Host Information Profile
report. 
Enforce always-on security to monitor user traffic
(including SaaS and internet traffic) and prevent
security threats.
Support access to enterprise applications from
BYOD devices.

Learn more about GlobalProtect            

Workforces are more mobile than ever, requiring 
access to their network from any place, at any 
time. Endpoint antivirus and VPN technologies 
aren’t enough to stop advanced threats. By 
extending next-generation firewall capabilities 
through Prisma™ Access and a subscription to Palo 
Alto Networks GlobalProtect™, organizations 
deploying ChromeOS devices can gain visibility into 
users, traffic, and applications.
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An increasing number of enterprises are now supplying 
employees with ChromeOS devices to access 
resources. Although they can enforce security policies 
and monitor user traffic while users are on campus, 
they must also be able to provide the same level of 
security when their users are off campus or while 
working from home. With Zero Touch Provisioning via 
Google Admin Console, GlobalProtect offers always-on 
security and a great user experience for your 
ChromeOS device users while connecting to next-gen 
firewall and/or Prisma Access.

1.  Add your logo

Use the placeholder as a guide to size your logo, 

ensuring the logo is aligned right. Once your logo is 

correctly placed, delete the placeholder.

Click to add the names of your brand and your solution.

2. Update the headline

Replace this subheader with a one-line summary of the 

benefits for potential customers. Think of the solution 

from their perspective: what does it enable them to do?

5. Summarize the benefits

Use this section to describe the solution details. Try to 

address the following questions:  

● What are common use cases? 

● Why do our technologies work so well together or 

complement one another?

● What are important considerations for customers 

using our technologies together?

6. Expand on the benefits

Update these opening paragraphs to describe our 

customers’ challenges and introduce your solution. 

● What is the market situation that our joint offering 

helps? Try including interesting data points or trends 

that customers may find find insightful.

● Why is this solution in a unique position to address 

these challenges or obstacles?

4. Introduce your solution

Enter a one-line summary/value prop of your solution for 

potential customers.

3. Update the subheader

Start here

What do you want your customers to do next? Invite 

them to contact you or visit your website by adding 

a link if required. 

7. Add a call-to-action and link

If you like, include the reference architecture or another 

visual that explains the solution. You can use 

industry-related imagery, or highlight additional content.

8. Paste an image or delete the box

https://www.paloaltonetworks.com/sase/globalprotect

