
Connecting employees across any device with secure, trusted access.

Google 
Chrome
Browser

Today’s employees work in a multi-device world; working from home, at the airport and 
even while waiting for meetings to start. And with the average worker using an average of 
22 apps across 3 devices to do their job1, web browsers have become as core to 
productivity in the modern enterprise as the operating system itself. 
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Chrome Browser is built with the 
enterprise in mind:

Stay Secure Empower Employees 

300+ browser policies: Custom policies, based on 
business rules, make it easy to control user 
permissions, set sign-in restrictions, establish 
proxies and more.

Legacy Browser Support: Dynamically redirect to 
legacy browsers for specific apps. Seamlessly send 
users back to Chrome Browser, limiting the time 
spent in less secure browsers.

Active Directory and Group Policy support: 
Granularly manage browser policies at the user 
level through existing management tools.

Cloud Management: Leverage a single destination 
for managing browser policies and settings across 
all Chrome Browser users.

Manage Centrally

To learn more and download Chrome Browser and additional management 
capabilities, visit chrome.com/enterprise

 

http://chrome.com/enterprise
https://www.okta.com/businesses-at-work/2017-01/?osm=1
https://www.csoonline.com/article/3227065/security/cyber-attacks-cost-us-enterprises-13-million-on-average-in-2017.html

