
FIGHT RANSOMWARE!
Cybercriminals look for opportunities to compromise company networks, locking down 
systems and holding them for ransom. Do your part to keep ransomware out:

• Don’t click links or attachments from senders that you don’t recognize – clicking on an
infected online ad, pop-up window or attachment can trigger an attack.

• Never download software or files from unknown sites – when your computer is
connected to a network, ransomware will spread to all other devices on the network.

• Create strong passwords – weak or re-used passwords can be easily guessed by an
attacker.

If you receive a suspicious email or suspect you may have inadvertently given your 
credentials to a hacker, immediately change your password and speak with your manager 
for guidance.
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