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Connecting with colleagues online has never been 
more important. But working remotely can put us 
at greater risk of cybersecurity threats. 

To protect our systems and data:

• Use our organization’s virtual private network (VPN)
and only connect to secure private networks.

• Follow our guidelines for creating and updating
passwords. Don’t share them with anyone.

• Protect your devices – never leave them unattended in
public places or in a vehicle.

• Don’t let others see your unlocked computer screen in
public.

• Install software updates as needed and never
download unauthorized software.

When we’re aware of cyberthreats, we’re better able to 
address them and prevent damage. If you’re aware of 
suspicious activity on your device, report it immediately 
to an internal resource.
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888-888-8888

STAY CONNECTED.
STAY SECURE.
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